
DSM Cloud Stakeholder Plenary
Calle Azul, 4, 28050 Madrid, España

Day 1. Tuesday, 26 February.

Time Session Information

09:00 - 09:15 Welcome from BBVA

BBVA is a customer-centric global financial 
services group founded in 1857. The Group has 
a strong leadership position in the Spanish 
market, is the largest financial institution in 
Mexico, it has leading franchises in South 
America and the Sunbelt Region of the United 
States; and it is also the leading shareholder in 
Garanti, Turkey’s biggest bank for market 
capitalization. Its diversified business is focused 
on high-growth markets and it relies on 
technology as a key sustainable competitive 
advantage. Corporate responsibility is at the 
core of its business model. BBVA fosters 
financial education and inclusion, and supports 
scientific research and culture. It operates with 
the highest integrity, a long-term vision and 
applies the best practices.

09:15 - 09:45
Welcome from the European 
Commission

The Directorate?General for Communications 
Networks, Content and Technology is the 
Commission department responsible to develop 
a digital single market to generate smart, 
sustainable and inclusive growth in Europe.



09:45 - 10:15 BBVA´s Chief Cloud Officer

BBVA is a customer-centric global financial 
services group founded in 1857. The Group has 
a strong leadership position in the Spanish 
market, is the largest financial institution in 
Mexico, it has leading franchises in South 
America and the Sunbelt Region of the United 
States; and it is also the leading shareholder in 
Garanti, Turkey’s biggest bank for market 
capitalization. Its diversified business is focused 
on high-growth markets and it relies on 
technology as a key sustainable competitive 
advantage. Corporate responsibility is at the 
core of its business model. BBVA fosters 
financial education and inclusion, and supports 
scientific research and culture. It operates with 
the highest integrity, a long-term vision and 
applies the best practices.

10:15 - 10:45
Centro Criptológico Nacional 
Computer Emergency Response 
Team (CCN-CERT)

The CCN-CERT is the Information Security 
Incident Response Team of the National 
Cryptologic Centre, CCN, accountable to the 
Spanish National Intelligence Centre, CNI. This 
service was created in 2006 as the Spanish 
Government CERT, and its functions are listed 
in Law 11/2002 on the CNI, in RD 421/2004 
regulating the CCN and in RD 3/2010, of 8 
January, regulating the National Security 
Scheme, modified by RD 951/2015 of 23 
October.

10:45 - 11:15 Coffee break A 30 minutes coffee break will take place.

11:15 - 11:45
The Spanish National 
Cybersecurity Institute (INCIBE)

The Spanish National Cybersecurity Institute, 
S.A. (INCIBE) is an organisation dependent on 
the Spanish Ministry of Economy and Business, 
the Secretary of State for Digital Progress, and 
is the benchmark institution with regard to the 
development of cybersecurity, and of digital trust 
for the general public, for RedIRIS (the Spanish 
academic and research network), and for 
businesses, especially sectors of strategic 
importance.

https://www.ccn.cni.es/
https://www.ccn.cni.es/
https://www.cni.es/
http://www.cni.es/comun/recursos/descargas/11-2002-INGLES.pdf
https://www.ccn.cni.es/images/stories/normas/pdf/rd421-2004centrocriptologiconacional.pdf
https://www.ccn-cert.cni.es/publico/ens/strongOE-A-2010-1330.pdf
https://www.boe.es/diario_boe/txt.php?id=BOE-A-2015-11881


11:45 - 12:15
European Cyber Security 
Organisation (ECSO)

ECSO represents the industry-led contractual 
counterpart to the European Commission for the 
implementation of the Cyber Security 
contractual Public-Private Partnership (cPPP). 

ECSO members include a wide variety of 
stakeholders such as large companies, SMEs 
and Start-ups, research centres, universities, 
end-users, operators, clusters and association 
as well as European Member State’s local, 
regional and national administrations, countries 
part of the European Economic Area (EEA) and 
the European Free Trade Association (EFTA) 
and H2020 associated countries.

12:15 - 12:45
European Telecommunications 
Standards Institute (ETSI)

ETSI provides members with an open, inclusive 
and collaborative environment. This 
environment supports the timely development, 
ratification and testing of globally applicable 
standards for ICT-enabled systems, applications 
and services.

12:45 - 13:15
Information Systems Audit and 
Control Association (ISACA)

As an independent, nonprofit, global 
association, ISACA engages in the 
development, adoption and use of globally 
accepted, industry-leading knowledge and 
practices for information systems. Previously 
known as the Information Systems Audit and 
Control Association, ISACA now goes by its 
acronym only, to reflect the broad range of IT 
governance professionals it serves.

13:15 - 14:15 Cocktail Lunch A 60 minutes Cocktail lunch will take place.



14:15 - 15:15
The Cloud Service Provider 
Certification (CSP CERT) Group 
Panel

The Cloud Service Provider Certification (CSP 
CERT) Stakeholder group is a co-regulatory that 
is exploring the possibility of developing a 
European Cloud Certification Scheme in the 
context of the Cybersecurity Act (Title III, esp. 
Art. 47 (1)) and come up with a recommendation 
to ENISA and the European Commission.

This panel will explain the objective of the group 
and introduce the different views of it´s drafting 
members.

15:15 - 16:15
Switching and Porting between 
Cloud Providers: SWIPO WG 
progress report, Co-chairs of WG

The European Commission aims to create a 
more competitive cloud market in Europe by 
means of a self-regulatory process in which 
stakeholders define through a code of conduct 
how organizations can be enabled to switch 
from providers and port their data into a new 
environment of their choosing.

Switching & Porting (SWIPO):

SWIPO is the collective name of a group of 
stakeholders that are working towards a code of 
conduct on Infrastructure as a Service (IaaS) 
and on Software as a service (SaaS) within the 
domain of Cloud Computing. The group consists 
of an Infrastructure sub group and a software 
sub group who are both working on their specific 
codes of conduct for IaaS and SaaS but share 
common principles like Legal, Governance, 
Terms of Reference and the general approach 
to the existence of both codes. 

The following three presentations of 20 mins 
each will be made in this slot:

15:15 SWIPO general issues and proceedings 
presented by Jörn with Gentile

15:35 IaaS Code of Conduct state of affairs and 
progress presented by Alban 

15:55 SaaS Code of Conduct progress towards 
launch presented by Maurice with Gentile   

 

 



16:15 - 16:45
The European Union Agency for 
Network and Information Security 
(ENISA)

The European Union Agency for Network and 
Information Security (ENISA) is a centre of 
expertise for cyber security in Europe. The 
Agency is located in Greece with its seat in 
Athens and a branch office in Heraklion, Crete.

16:45 - 17:15
Closing by the European 
Commission

The Directorate?General for Communications 
Networks, Content and Technology is the 
Commission department responsible to develop 
a digital single market to generate smart, 
sustainable and inclusive growth in Europe.

17:15 - 17:30 Closing by BBVA

BBVA is a customer-centric global financial 
services group founded in 1857. The Group has 
a strong leadership position in the Spanish 
market, is the largest financial institution in 
Mexico, it has leading franchises in South 
America and the Sunbelt Region of the United 
States; and it is also the leading shareholder in 
Garanti, Turkey’s biggest bank for market 
capitalization. Its diversified business is focused 
on high-growth markets and it relies on 
technology as a key sustainable competitive 
advantage. Corporate responsibility is at the 
core of its business model. BBVA fosters 
financial education and inclusion, and supports 
scientific research and culture. It operates with 
the highest integrity, a long-term vision and 
applies the best practices.


